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Preambulo

Clase Azul Europe esta plenamente comprometida con el cumplimiento del Derecho en
general y con la observancia, en particular, de toda la normativa vigente que nos es de aplicacion

en el desarrollo de nuestra actividad.

En el marco normativo de las obligaciones que impone la «Ley 2/2023, de 20 de febrero,
requladora de la proteccion de las personas que informen sobre infracciones normativas y de lucha
contra la corrupciony, publicada en el BOE numero 44, de 21 de febrero (en adelante la Ley
2/2023), de establecer los aspectos minimos que han de satisfacer los distintos cauces de
informacién, asi como de proteger a las personas que informen sobre vulneraciones del
ordenamiento juridico o conductas irregulares, Clase Azul Europe ha aprobado la presente
«Politica del Sistema Interno de Informacion y Procedimiento de Gestion del Canal Interno de
Informacion de Clase Azul Europe» (en adelante la Politica). Adecuando asi el Sistema y el canal
interno de informacion habilitado en la organizacion, con la finalidad de dar cumplimiento a las
previsiones de la Ley 2/2023 y ajustar el sistema y el canal referidos a sus requerimientos -véase,
en este sentido, Disposicion Transitoria 12 de la Ley 2/2023-. A la par que, fortaleciendo las
infraestructuras de integridad de la organizacion que se recogen en nuestro «Modelo de
Organizacion y Gestion de Cumplimiento Normativo y de Prevencion de Delitos».

La Ley 2/2023 considera dos tipos de sistemas de informacidn a los que las personas

pueden acudir en el contexto de una relacion profesional:

a) Interno: que sirve de cauce preferente para informar sobre vulneraciones del

ordenamiento juridico, siempre que se pueda tratar de manera efectiva la infraccion, puesto que



es preferible que la informacion sobre practicas irregulares se conozca por la propia organizacion,
para corregir aquellas vulneraciones y reparar lo antes posible los dafios, adoptando todas las

medidas que sean necesarias.

b) Externo: con el fin de ofrecer a la ciudadania una comunicacion con una autoridad publica
especializada, a estos fines la Autoridad Independiente de Proteccion del Informante (A.A.l)) o
autoridades autondmicas competentes. En la fecha de aprobacién de esta Politica la A.A.l ain no
ha sido creada.

En consideracion a lo expuesto, la presente Politica regula el Sistema interno de
informacion de Clase Azul Europe, tanto los principios generales que rigen nuestro Sistema
interno y la defensa del informante, como el procedimiento a seguir para la gestion del Canal
interno de informacién implantado en la Sociedad y la tramitacidn de las comunicaciones que se

reciban en el mismo.

1. Finalidad

El Sistema interno de informacién de Clase Azul Europe, que es unico para toda la
organizacion, abarca tanto el Canal interno de informacion, entendido como buzoén o cauce para

la recepcidn de comunicaciones, como el Responsable del Sistema y el procedimiento.

Este Sistema tiene como finalidad la de servir de cauce preferente de recepcién de
informacidn, para que cualquier conducta irregular o contraria a la legalidad vigente aplicable o
cualquier incumplimiento o conducta infractora de los principios recogidos en las normas internas
de cumplimiento de la organizacion y que afecten a sus competencias sean conocidos cuanto
antes por los responsables de Clase Azul Europe, para corregirlos y reparar lo antes posible los
dafios. No obstante, declarada esta preferencia, sera el informante el que valore qué cauce seguir,
interno o externo, segun las circunstancias y los riesgos de represalias que considere. Asimismo,
el Sistema tiene la finalidad de proteger de manera adecuada a las personas trabajadoras que
comuniquen cualquier acto o conducta irregular o ilegal que pudieran ser contrarios a la normativa
vigente aplicable en el seno de la organizacion o en la actuacion de terceros que contraten con

ella. Asi como a las personas afectadas por la comunicacion.



2. Ambito de aplicacion

Desde un punto de vista material, la presente Politica se aplicara tanto a la informacién
sobre todos aquellos actos o conductas cometidos en el seno de la organizacion que pudieran ser
considerados irregulares o contrarios a la legalidad vigente aplicable, como a la informacion sobre
cualquier incumplimiento o conducta infractora de los principios recogidos en las normas internas
de cumplimiento de la organizacidn y que afecten a sus competencias. Incluyéndose las acciones
u omisiones que puedan ser constitutivas de infraccion penal o administrativa grave o muy grave,
|las infracciones del Derecho laboral en materia de seguridad y salud en el trabajo, y, finalmente,
aquellas otras infracciones recogidas en la Ley 2/2023.

Lo anterior no excluira la aplicacién de las normas relativas al proceso penal en su caso,

incluyendo las diligencias de investigacion.

Del mismo modo, la proteccion prevista en esta Politica para las personas trabajadoras que
informen sobre infracciones del Derecho laboral en materia de seguridad y salud en el trabajo se
entiende sin perjuicio de la establecida en su normativa especifica.

Finalmente, la proteccidn prevista en esta Politica no sera de aplicacion a las informaciones

que afecten a informacion clasificada o que haya sido declarada secreta o reservada.

El ambito de aplicacion personal de la presente Politica se extiende a:

a) Todos los profesionales de Clase Azul Europe.

b) Las personas que, en el contexto laboral o profesional con Clase Azul Europe, hayan
obtenido informacién sobre infracciones o incumplimientos. Se extiende el ambito de aplicacién a
todas las personas trabajadoras que tienen vinculos profesionales o laborales con la organizacion,
aquéllas que ya han finalizado su relacion profesional, trabajadores en practicas o en periodo de
formacion con independencia de que perciban 0 no una remuneracion, personas que participan
en procesos de seleccion y aquéllos cuya relacion laboral todavia no haya comenzado, en los
casos en que la informacion sobre infracciones haya sido obtenida durante el proceso de seleccion
o0 de negociacion precontractual.



c) Los accionistas, participes y personas pertenecientes al érgano de administracion,

direccion o supervision de la organizacion, incluidos los miembros no ejecutivos.

d) Las personas que hayan obtenido la informacion en un contexto distinto del laboral o
profesional con Clase Azul Europe y que informen sobre acciones u omisiones contrarios al

ordenamiento juridico del personal de la organizacion.

e) Las personas que prestan asistencia a los informantes, las personas de su entorno que

puedan sufrir represalias, asi como las personas juridicas propiedad del informante.

3. Principios informadores del Sistema interno de informacion

El Sistema interno de informacion es el cauce preferente para informar sobre aquellas
conductas que pudieran ser consideradas irregulares o contrarias a la legalidad vigente aplicable,
asi como sobre cualquier incumplimiento o conducta infractora de los principios recogidos en las
normas internas de cumplimiento de la organizacién y que afecten a sus competencias, siempre
que se pueda tratar de manera efectiva la infraccion y si quien denuncia considera que no hay

riesgo de represalia.

El 6rgano de administracion de Clase Azul Europe es el responsable de la implantacion
del Sistema interno de informacion y tiene la condicion de responsable del tratamiento de los
datos personales, de conformidad con lo dispuesto en la normativa vigente aplicable sobre
proteccidn de datos personales.

Con el objetivo de que el Sistema interno de informacion de Clase Azul Europe sea
efectivo, la organizacion velara porque cumpla con todos los requisitos legales que son de

aplicacién y con los principios que lo informan y que se concretan en los que siguen:

a) El Sistema permite a todas las personas referidas en el apartado 2 de esta Politica
comunicar informacion sobre las infracciones previstas en el mismo, prohibiéndose expresamente

los actos constitutivos de represalia, incluidas las amenazas de represalia y las tentativas de



represalia, contra las personas que presenten una comunicacion conforme a lo previsto en la Ley
2/2023 y en esta Politica.

b) El Sistema esta disefiado, establecido y gestionado de una forma segura, de modo que
se garantiza la confidencialidad de la identidad del informante, de cualquier tercero mencionado
en la comunicacion y de las actuaciones que se desarrollen en la gestion y tramitacion de la misma,

asi como la proteccion de datos, impidiendo el acceso de personal no autorizado.

c) El Sistema permite la presentacion de comunicaciones por escrito y verbalmente, de

ambos modos.

d) El Sistema garantiza que las comunicaciones presentadas puedan tratarse de manera
efectiva dentro de Clase Azul Europe, con el objetivo de que el primero en conocer la posible
irregularidad sea la propia organizacion.

e) El Sistema interno cuenta con un «Responsable del Sistema» en los términos previstos

en el apartado 4 de la presente Politica.

f) El Sistema cuenta con la presente Politica, entendida como una estrategia que enuncia
los principios generales del Sistema interno de informacion de la organizacion y defensa del
informante y que esta debidamente publicitada en el seno de la entidad.

g) El Sistema cuenta con un procedimiento de gestion de las informaciones recibidas en los
términos previstos en el apartado 11 de la presente Politica.

h) El Sistema establece las garantias para la proteccion del informante en el &mbito de la

propia organizacion respetando, en todo caso, lo dispuesto en el apartado 6 de la presente Politica.

i) El Sistema establece las garantias para la proteccion de las personas afectadas por la
informacién comunicada, respetando, en todo caso lo dispuesto en el apartado 7 de la presente
Politica.



4. Responsable del Sistema interno de informacion

El 6rgano de administracion u érgano de gobierno de Clase Azul Europe, en tanto 6rgano
competente para la designacion de la persona fisica responsable de la gestion de dicho Sistema
y de su destitucion o cese, ha designado como «Responsable del Sistema» al Oficial de
cumplimiento de la organizacidn, quien como exige la ley es un directivo de la entidad que ejerce

su cargo con independencia del érgano de administracion o de gobierno de la misma.

El Responsable del Sistema desarrolla sus funciones de forma independiente y autdnoma
respecto del resto de los 6rganos de la entidad u organismo, no pudiendo recibir instrucciones de
ningun tipo en su ejercicio, y disponiendo de todos los medios personales y materiales necesarios
para llevarlas a cabo.

Tanto el nombramiento como el cese de la persona fisica individualmente designada, se
notificarén a la Autoridad Independiente de Proteccion del Informante (A.A.l.) 0, en su caso, a las
autoridades u ¢rganos competentes de las comunidades auténomas, en el ambito de sus

respectivas competencias.

5. Gestion del Sistema interno de informacion

La gestion del Sistema interno de informacion se lleva a cabo dentro de la propia entidad,
dando cumplimiento a lo dispuesto en la propia Ley 2/2023, en la «Ley 2/2023, de 20 de febrero,
requladora de la proteccion de las personas que informen sobre infracciones normativas y de lucha
contra la corrupcion, publicada en el BOE numero 4, de 21 de febrero», en el «Reglamento (UE)
2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016, relativo a la proteccion
de las personas fisicas en lo que respecta al tratamiento de datos personales y a la libre circulacion
de estos datos y por el que se deroga la Directiva 95/46/CE» (Reglamento General de Proteccion
de Datos), en la «Ley Organica 3/2018, de 5 de diciembre, de Proteccion de Datos Personales y
garantia de los derechos digitales»», y, en la «Ley Organica 7/2021, de 26 de mayo, de proteccion
de datos personales tratados para fines de prevencion, deteccion, investigacion y enjuiciamiento
de infracciones penales y de ejecucion de sanciones penales». A todos los efectos, se considera
gestion del Sistema la recepcidn de informaciones.



La gestion del Sistema implantado en Clase Azul Europe ofrece las garantias adecuadas
de respeto de la independencia, la confidencialidad, la proteccion de datos y el secreto de las

comunicaciones.

6. Principios generales de proteccion del informante

El Sistema de informacion adoptado en Clase Azul Europe garantiza que las personas que
comuniquen o revelen infracciones de las previstas en el apartado 2 de esta Politica tengan

derecho a proteccion siempre que concurran las siguientes circunstancias:

a) Tengan motivos razonables para pensar que la informacion referida es veraz en el
momento de la comunicacion o revelacion, aun cuando no aporten pruebas concluyentes, y que

la citada informacién entra dentro del ambito de aplicacion de la ley.

b) La comunicacion o revelacion se haya realizado conforme a los requerimientos previstos

en la Ley 2/2023 y en la presente Politica.

No obstante lo que se acaba de afirmar, quedan expresamente excluidas de la proteccion

prevista en esta Politica aquellas personas que comuniquen o revelen:

a) Informaciones que sean falsas, manipuladas o tergiversadas o respondan a motivaciones

que el Derecho no pueda amparar.

b) Informaciones facilitadas con intencién de imputar un delito o infraccion civil o
administrativa grave o muy grave a la organizacion, con conocimiento de su falsedad o temerario
desprecio hacia la verdad. Asi como, informaciones facilitadas para injuriar a la organizacion o a

sus representantes, menoscabando su fama o atentando contra su propia estimacion.
b) Informaciones que se han obtenido de manera ilicita.

c) Informaciones contenidas en comunicaciones que hayan sido inadmitidas por algun canal

interno de informacion o por la Autoridad Independiente.



d) Informaciones vinculadas a reclamaciones sobre conflictos interpersonales o que afecten

unicamente al informante y a las personas a las que se refiera la comunicacidn o revelacion.

e) Informaciones que ya estén completamente disponibles para el publico o que constituyan

meros rumores.

f) Informaciones que se refieran a acciones u omisiones no comprendidas en el apartado 2

de esta Politica.

Se prohiben expresamente los actos constitutivos de represalia, incluidas las amenazas de
represalia y las tentativas de represalia contra las personas que presenten una comunicacion
conforme a lo previsto en la Ley 2/2023 y en esta Politica. Se entiende por represalia cualesquier
acto u omision que esté prohibido por la ley o que, de forma directa o indirecta, suponga un trato
desfavorable que situe a las personas que la sufren en desventaja particular con respecto a otra
en el contexto laboral o profesional, solo por su condicién de informantes, o por haber realizado

una revelacion publica.

La persona que viera lesionados sus derechos por causa de su comunicacion o revelacion
una vez transcurrido el plazo de dos afios, podra solicitar la proteccion de la autoridad competente
que, excepcionalmente y de forma justificada, podra extender el periodo de proteccion, previa

audiencia de las personas u érganos que pudieran verse afectados.

Los actos que tengan por objeto impedir o dificultar la presentacion de comunicaciones y
revelaciones, asi como los que constituyan represalia o causen discriminacion tras la presentacion
de aquéllas al amparo de la ley, seran nulos de pleno derecho y daran lugar, en su caso, a medidas
correctoras disciplinarias o de responsabilidad, pudiendo incluir la correspondiente indemnizacion

de darios y perjuicios al perjudicado.

No obstante lo anterior, cualquier posible responsabilidad de los informantes derivada de actos
u omisiones que no estén relacionados con una comunicacion de informaciones sobre acciones u
omisiones recogidas en el apartado 2 de esta Politica o con una revelacion publica de conformidad
con la ley 2/2023 o que no sean necesarios para revelar una infraccion en virtud de la ley, o que
sean falsos, calumniosos o injuriosos, sera exigible por parte de la organizacién conforme a la

normativa vigente aplicable, incluida la de caracter penal.



Los principios que rigen la materia de preservacion de la identidad del informante, se

concretan en los que siguen:

a) Quien presente una comunicacion o lleve a cabo una revelacion publica tiene derecho a

que su identidad no sea revelada a terceras personas.

b) El Sistema interno de informacion implantado en Clase Azul Europe no obtendré datos que
permitan la identificacion del informante. Este Sistema cuenta con medidas técnicas y
organizativas adecuadas para preservar la identidad y garantizar la confidencialidad de los datos
correspondientes a las personas afectadas y a cualquier tercero que se mencione en la
informacién suministrada, especialmente la identidad del informante en caso de que se hubiera

identificado.

c) La identidad del informante solo podra ser comunicada a la Autoridad judicial, al Ministerio
Fiscal o a la autoridad administrativa competente en el marco de una investigacién penal,
disciplinaria o sancionadora. Las revelaciones hechas en virtud de este apartado c) estaran sujetas
a las salvaguardas establecidas en la normativa vigente aplicable. En particular, se trasladara al
informante antes de revelar su identidad, salvo que dicha informacién pudiera comprometer la
investigacion o el procedimiento judicial. Cuando el Responsable del Sistema lo comunique al
informante, le remitird un escrito explicando los motivos de la revelacion de los datos

confidenciales en cuestion.

7. Medidas para la proteccion de las personas afectadas

Durante toda la investigacion y procedimiento que los hechos informados puedan originar,
las personas afectadas por la comunicacion tendran derecho a la presuncién de inocencia, al
derecho de defensa y al derecho de acceso al expediente en los términos previstos en la Ley
2/2023 y en la presente Politica, asi como a la misma proteccion establecida para los informantes
en el apartado anterior, preservandose su identidad y garantizandose la confidencialidad de los
hechos y datos del procedimiento.



8. Proteccion de los datos personales

Los tratamientos de datos personales que deriven de la aplicacion de esta Politica se regiran
por lo dispuesto en la Ley 2/2023, en el «Reglamento (UE) 2016/679 del Parlamento Europeo y
del Consejo, de 27 de abril de 2016, en la «Ley Orgénica 3/2018, de 5 de diciembre, de Proteccion
de Datos Personales y garantia de los derechos digitales», en la «Ley Organica 7/2021, de 26 de
mayo, de proteccion de datos personales tratados para fines de prevencion, deteccion,
investigacion y enjuiciamiento de infracciones penales y de ejecucion de sanciones penales», y en

la presente Politica.

No se recopilarén datos personales cuya pertinencia no resulte manifiesta para tratar una

informacidn especifica o, si se recopilan por accidente, se eliminaran sin dilacion indebida.

La informacién sobre proteccion de datos personales y ejercicio de derechos se
ejercitara con arreglo a las siguientes disposiciones:

a) Cuando se obtengan directamente de los interesados sus datos personales, se les
facilitara la informacion a que se refieren los articulos 13 del Reglamento (UE) 2016/679 del
Parlamento Europeo y del Consejo, de 27 de abril de 2016, y 11 de la Ley Organica 3/2018, de 5
de diciembre.

A los informantes se les informara, ademas, de forma expresa, de que su identidad sera en
todo caso reservada, que no se comunicara a las personas a las que se refieren los hechos

relatados ni a terceros.

b) La persona a la que se refieran los hechos relatados no seré en ningun caso informada
de la identidad del informante o de quien haya llevado a cabo la revelacion publica.

c) Los interesados podran ejercer los derechos a que se refieren los articulos 15 a 22 del
Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016.

Los derechos de acceso, rectificacion y supresion de los datos del informante, de limitacion

y oposicion a su tratamiento, asi como a no ser objeto de decisiones basadas unicamente en el
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tratamiento automatizado de sus datos, cuando procedan, se pueden ejercitar ante el responsable

del tratamiento de la organizacion:

Plaza Villafranca de los Barros, 2, 4° 2. 28034. Madrid.
Contacto: maria.garrido@claseazul.com

d) En caso de que la persona a la que se refieran los hechos relatados en la comunicacién
ejerciese el derecho de oposicion, se presumira que, salvo prueba en contrario, existen motivos

legitimos imperiosos que legitiman el tratamiento de sus datos personales.

El tratamiento de datos personales en el Sistema interno de informacién de Clase Azul

Europe se concreta como sigue:
1°.- Los datos de caracter personal facilitados por el informante y los obtenidos de los
procedimientos de investigacion interna, seran tratados por el responsable del tratamiento de la

organizacion para ser incorporados al Sistema interno de informacion.

2°.- Delegado de Proteccion de Datos: maria.garrido@claseazul.com

3°.- La finalidad del tratamiento: registrar y tramitar las comunicaciones recibidas por Clase

Azul Europe mediante los mecanismos regulados en la Ley 2/2023, sobre acciones u omisiones
contrarias al ordenamiento juridico y a la normativa interna societaria realizadas por el personal

de Clase Azul Europe o por terceros.

4° - Cateqgorias de datos objeto de tratamiento: datos de identificacion, contacto, financieros,

economicos Yy profesionales del informante, afectado y terceros investigados. También podran ser
objeto de tratamiento los datos sujetos a categorias especiales por razones de un interés publico
esencial, en los términos previstos en el art. 30.5 de la Ley 2/2023.

5°.- Origen de los datos: el informante, quien realice una revelacion publica y la Asociacién

que los aporta en el curso de la investigacion para el esclarecimiento de los hechos informados.

6°.- Base de legitimacion: tratamiento necesario para el cumplimiento de la obligacion legal

vigente aplicable establecida en la «Ley 2/2023, de 20 de febrero, reguladora de la proteccidn de
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las personas que informen sobre infracciones normativas y de lucha contra la corrupcion», en el
«Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016,
relativo a la proteccion de las personas fisicas en lo que respecta al tratamiento de datos
personales y a la libre circulacion de estos datos y por el que se deroga la Directiva 95/46/CE
(Reglamento general de proteccion de datos)», en la «Ley Organica 3/2018, de 5 de diciembre, de
Proteccidn de datos personales y garantia de los derechos digitales», y, en la «Ley Organica
712021, de 26 de mayo, de proteccion de datos personales tratados para fines de prevencion,
deteccion, investigacion y enjuiciamiento de infracciones penales y de ejecucion de sanciones

penalesy.

El tratamiento de datos personales derivado de una revelacion publica se presumira amparado
en lo dispuesto en el articulo 6.1.e) del Reglamento (UE) 2016/679 y articulo 11 de la Ley Orgénica
7/2021, de 26 de mayo, de proteccion de datos personales tratados para fines de prevencion,
deteccion, investigacion y enjuiciamiento de infracciones penales y de ejecucion de sanciones

penales.

El tratamiento de las categorias especiales de datos personales por razones de un interés
publico esencial se podra realizar conforme a lo previsto en el articulo 9.2.g) del Reglamento (UE)
2016/679.

7°.- Categorias de interesados: cualquier informante, entendiendo como tal los recogidos en

el articulo 3 de la Ley 2/2023 (por ejemplo, personas trabajadoras de Clase Azul Europe o
terceros externos que tengan relacion directa o indirecta con la Sociedad -proveedores,
prestadores de servicios externos, etc-). Terceros afectados por la informacién comunicada a
Autoridad judicial, al Ministerio Fiscal o a la autoridad administrativa competente en el marco de
una investigacion penal, disciplinaria o sancionadora, y, la Asociacion que los aporta en el curso
de la investigacion para el esclarecimiento de los hechos informados.

8°.- Cateqorias de destinatarios: Autoridad judicial, Ministerio Fiscal, Fiscalia Europea o

autoridad administrativa competente en el marco de una investigacion penal, disciplinaria o

sancionadora.

9°.- Ejercicio de Derechos: Los derechos de acceso, rectificacion y supresion de los datos, de

limitacién y oposicion a su tratamiento, asi como a no ser objeto de decisiones basadas
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unicamente en el tratamiento automatizado de los datos, cuando procedan, se pueden ejercitar

ante el responsable del tratamiento de la Sociedad:

Plaza Villafranca de los Barros, 2, 4° 2. 28034. Madrid
Contacto: maria.garrido@claseazul.com

10°.- El acceso a los datos personales contenidos en el Sistema interno de informacion

quedara limitado, dentro del ambito de sus competencias y funciones, exclusivamente a:

a) El Responsable del Sistema y los encargados del tratamiento de datos de la organizacion.

b) El responsable de recursos humanos, solo cuando pudiera proceder la adopcion de
medidas disciplinarias contra una persona trabajadora.

c) El responsable de los servicios juridicos de la organizacion, si procediera la adopcion de

medidas legales en relacion con los hechos relatados en la comunicacion.

d) Los encargados del tratamiento que eventualmente se designen.

11°.- Sera licito el tratamiento de los datos por otras personas, o incluso su comunicacion a
terceros, cuando resulte necesario para la adopcién de medidas correctoras en la organizacién o
la tramitacion de los procedimientos de investigacion, sancionadores o penales que, en su caso,

procedan.

En ningun caso seran objeto de tratamiento los datos personales que no sean necesarios para
el conocimiento e investigacion de las acciones u omisiones a las que se refiere el apartado 2 de
esta Politica, procediéndose, en su caso, a su inmediata supresion. Asimismo, se suprimiran todos
aquellos datos personales que se puedan haber comunicado y que se refieran a conductas que
no estén incluidas en el ambito de aplicacion de la Politica y de la Ley 2/2023.

Si la informacién recibida contuviera datos personales incluidos dentro de las categorias

especiales de datos, se procedera a su inmediata supresion, sin que se proceda al registro y

tratamiento de los mismos.
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12°.- Los datos personales obtenidos de las informaciones recibidas que sean objeto de
tratamiento podran conservarse en el Sistema de informacion de Clase Azul Europe Unicamente
durante el periodo de tiempo que sea necesario y proporcionado para cumplir con la finalidad para
la que fueron recabados. En particular, se tendra en cuenta lo previsto en los apartados 3 y 4 del
articulo 32 de la Ley 2/2023. En ningun caso podran conservarse los datos por un periodo superior

a diez afos.

Si se acreditara que la informacion facilitada o parte de ella no es veraz, se procedera a su
inmediata supresion desde el momento en que se tenga constancia de dicha circunstancia, salvo
que dicha falta de veracidad pueda constituir un ilicito penal, en cuyo caso se guardara la

informacidn por el tiempo necesario durante el que se tramite el procedimiento judicial.

13°.- En todo caso, transcurridos tres meses desde la recepcion de la comunicacion sin que
se hubiesen iniciado actuaciones de investigacion, se procedera a su supresion, salvo que la
finalidad de la conservacion sea dejar evidencia del funcionamiento del Sistema. Las
comunicaciones a las que no se haya dado curso solamente podran constar de forma
anonimizada, sin que sea de aplicacion la obligacion de bloqueo prevista en el articulo 32 de la
Ley Organica 3/2018, de 5 de diciembre.

14°. Los profesionales de Clase Azul Europe y terceros afectados han sido informados acerca

del tratamiento de datos personales en el marco del Sistema de informacion de la organizacion.

9. Canal interno de informacion

El canal interno de informacion implantado en Clase Azul Europe para posibilitar la
presentacion de informacion respecto de las infracciones previstas en el apartado 2 de la presente
Politica esta integrado dentro del Sistema interno de informacion de la organizacion y
reglamentado con arreglo a lo que se detalla a continuacion, siempre teniendo en cuenta que la
comunicacion de la informacion también se podra realizar por el informante a través del canal
externo, que a estos fines sera la Autoridad Independiente de Proteccion del Informante (A.A.l)

cuando se cree:
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1°.- El canal interno permite realizar comunicaciones por escrito y verbalmente, de las dos

formas, en el modo previsto en el apartado 11 de esta Politica.

2°.- El canal interno de informacion de Clase Azul Europe permite incluso la presentacion

y posterior tramitacion de comunicaciones anénimas.

3°.- El canal interno de informacion es estrictamente confidencial, garantizandose la
confidencialidad de la identidad del informante, de cualquier tercero mencionado en la informacion
y de las actuaciones que se desarrollen en la gestion y tramitacion de la misma, asi como la

proteccion de datos, impidiendo el acceso de personal no autorizado.

Salvo cuando la persona que comunique la informacién solicite expresamente lo contrario,
se guardara total confidencialidad respecto de su identidad, de forma que la misma no sera
revelada a persona alguna. A tal fin, en todas las comunicaciones, actuaciones de verificacion o
solicitudes de documentacion que se lleven a cabo, se omitiran los datos relativos a la identidad
de la persona que hubiera remitido la informacion, asi como cualesquiera otros que pudieran
conducir total o parcialmente a su identificacion, y lo mismo se hara con los que se refieran a los

datos correspondientes a cualquier tercero mencionado en la informacidn suministrada.

Asimismo, cuando se tuvieran que trasladar las actuaciones a otros organismos para que
por éstos se tramiten los procedimientos que correspondan, sera de aplicacion lo dispuesto en el
parrafo anterior a la documentacion que se remita a esos otros 6rganos, salvo cuando se trate de
la Autoridad judicial, del Ministerio Fiscal o de la autoridad administrativa competente en el marco
de una investigacion penal, disciplinaria o sancionadora. En estos casos, con caracter previo a
revelar su identidad, se remitira al informante un escrito explicando los motivos de la revelacion,

salvo que dicha informacidn pudiera comprometer la investigacion o el procedimiento judicial.

4° - El canal interno de informacion esta gestionado por el Responsable del Sistema y por
el Delegado de Proteccion de Datos, quienes reciben y tramitan la informacién recogida con
arreglo a lo establecido en el apartado 11 de la presente Politica y cumpliendo con todos los
requisitos de profesionalidad, seguridad, privacidad que les son exigibles. Asi como, con absoluto
respeto a la presuncion de inocencia y al honor de las personas afectadas por la comunicacion
que se reciba y a las disposiciones legales vigentes sobre proteccion de datos personales
aplicables.
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10. Principios rectores del procedimiento de gestion del canal

interno de informacion

El érgano de administracion de Clase Azul Europe ha aprobado el procedimiento de
gestion del canal interno de informacion en los términos que a continuacion se exponen, siendo el

Responsable del Sistema quien debera responder de su tramitacion diligente.

El procedimiento establece las siguientes previsiones para que el Sistema interno de
informacidn y el canal interno de informacion existente cumplan con los requisitos establecidos en
la ley vigente aplicable. En particular, el procedimiento de gestion del canal interno responde

a los siguientes principios:

a) El canal interno de informacidn al que se asocia es el de Clase Azul Europe. Este canal
esta debidamente publicitado en el seno de la organizacion y en la pagina web de la organizacion.

b) El canal interno de informacion de la organizacion es el unico que permite la recepcion
de comunicaciones relativas a cualquier hecho que, dentro del espacio competencial de Clase
Azul Europe, esté incluido en el &mbito de aplicacién del apartado 2 de la presente Politica.

c) Ademas de utilizar el canal interno de Clase Azul Europe que se desarrolla en este
documento, toda persona fisica que lo desee podra presentar su informacién a través del canal
externo de informacion de la Autoridad Independiente de Proteccion del Informante o, en su caso,
a las autoridades u 6rganos competentes de las comunidades auténomas, en el ambito de sus

respectivas competencias.

d) Se establece la posibilidad de poder mantener la comunicacion con el informante y, si se

considera necesario, de solicitar a la persona informante informacién adicional.

e) La persona afectada por la informacion que se reciba tendréa derecho a que se le informe
de las acciones u omisiones que se le atribuyen, y a ser oida en cualquier momento. Dicha
comunicacion tendra lugar en el tiempo y forma que se considere adecuado para garantizar el

buen fin de la investigacion.

16



f) Se garantizara la confidencialidad cuando la comunicacion sea remitida por canales de
denuncia que no sean los establecidos 0 a miembros del personal no responsable de su
tratamiento, a quienes la organizacion ha formado en esta materia y advertido de la tipificacion
como infraccion muy grave de su quebranto. Asimismo, se establece la obligacion del receptor de
la comunicacion de remitirla, con prontitud y sin modificarla, al Responsable del Sistema.

g) Se garantiza el respeto a la presuncidn de inocencia y al honor de las personas afectadas.

h) Se garantiza el respeto de las disposiciones legales vigentes sobre proteccion de datos

personales aplicables.

11. Tramitacion de informaciones e instruccion del

procedimiento

La tramitacion de las informaciones recibidas en el canal interno de Clase Azul Europe
se reglamenta del modo que sigue:

1°.- Recepcidn de comunicaciones:

El canal interno permite recibir comunicaciones acerca de cualquier conducta irregular o
contraria a la legalidad vigente aplicable o sobre cualquier incumplimiento o conducta infractora
de los principios recogidos en las normas internas de cumplimiento de la organizacion y que

afecten a sus competencias, por escrito y verbalmente, de las dos formas.
Asimismo, el canal interno permite recibir y tramitar comunicaciones anénimas.
Se enviara acuse de recibo de la comunicacion al informante, en el plazo de los cinco dias

habiles siguientes a su recepcion, salvo que ello pueda poner en peligro la confidencialidad de la

comunicacion.
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A quienes realicen la comunicacion a través de canales internos se les informara, de forma
claray accesible, sobre los canales externos de informacion ante las autoridades competentes y,

en su caso, ante las instituciones, 6rganos u organismos de la Union Europea.

En el supuesto de que la comunicacidn se realice por escrito, el informante podra enviar
una carta en sobre cerrado dirigida al Oficial de cumplimiento de Clase Azul Europe a la direccion
Plaza Villafranca de los Barros, 2 4° 2. 28034. Madrid, o bien enviar un correo electrénico a la
direccion habilitada al efecto -maria.garrido@claseazul.com-, 0 cumplimentar el formulario habilitado en
nuestra pagina web - https://cae.portal-denuncias.net/-, explicando en los tres casos los hechos
concretos que denuncia o comunica y adjuntando la documentacion acreditativa de los hechos de
la que, en su caso, se disponga. Asimismo, la comunicacion que se presente debera comprender
el mayor nimero de datos identificativos posibles de la persona a la que se refiere la informacion
-nombre y apellidos, area concreta donde desempefia el trabajo, puesto de trabajo que desempefia

y otros que conozca-, de modo que su identificacion sea clara e inequivoca.

El informante también podra solicitar al Responsable del Sistema que convoque una
reunién presencial a solicitud, dentro de un plazo maximo de siete dias desde la recepcion de la
comunicacion, en horario laborable y en la sede de Clase Azul Europe.

Las comunicaciones verbales, incluidas las realizadas a través de reunion presencial,
telefénicamente o mediante sistema de mensajeria de voz, deberan documentarse de alguna de
las maneras siguientes, previo consentimiento del informante: 1) mediante una grabacion de la
conversacion en un formato seguro, duradero y accesible, 0 2) a través de una transcripcion

completa y exacta de la conversacion realizada por el personal responsable de tratarla.

Sin perjuicio de los derechos que le corresponden atendiendo a la normativa sobre
proteccidn de datos, se ofrecera al informante la oportunidad de comprobar, rectificar y aceptar

mediante su firma la transcripcién de la conversacion.
En todo caso, se advertira al informante de que la comunicacidn sera grabada y se le
informara del tratamiento de sus datos cumpliendo lo dispuesto en el Reglamento (UE) 2016/679

del Parlamento Europeo y del Consejo, de 27 de abril de 2016.

2°.- Registro de la informacion:
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Recibida la informacion -no spam o informaciones evidentemente no deseadas o
engafnosas-, se procedera a su registro en el Sistema interno de informacién de la organizacion,
siéendole asignado un codigo de identificacion. El Sistema interno de informacion esta contenido
en la base de datos de Clase Azul Europe que es segura y de acceso restringido exclusivamente
al Responsable del Sistema, al tercero externo independiente que actie como instructor y al
personal que éstos designen.

En esta base de datos se registraran, a modo de libro-registro, todas las informaciones
recibidas, asi como las investigaciones internas a que den lugar, con garantia de los requisitos de
confidencialidad previstos en esta Politica.

Este registro no seré publico y Unicamente a peticidn razonada de la Autoridad judicial
competente, mediante auto, y en el marco de un procedimiento judicial y bajo la tutela de aquella,
podra accederse total o parcialmente al contenido del referido registro.

Los datos personales relativos a las informaciones recibidas y a las investigaciones
internas a que se refiere el apartado anterior solo se conservaran durante el periodo que sea
necesario y proporcionado a efectos de cumplir con esta Politica y con la ley vigente aplicable. En
particular, se tendré en cuenta lo previsto en los apartados 3 y 4 del articulo 32 de la Ley 3/2022.

En ninglin caso podran conservarse los datos por un periodo superior a diez afios.

Las informaciones recibidas se registraran cumplimentando, al menos, los siguientes

datos:

a) Fecha de recepcion.
b) Codigo de identificacion.

)
)
c) Actuaciones desarrolladas.
d) Medidas adoptadas.

)

e) Fecha de cierre.
Recibida la informacién, en un plazo no superior a cinco dias habiles desde dicha

recepcion, se designara por el Responsable del Sistema un instructor del procedimiento, quien

procedera a acusar recibo de la misma. Excepto que, la comunicacion fuera anonima, el informante
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hubiera renunciado a recibir comunicaciones relativas a la investigacidn o se considere
razonablemente que el acuse de recibo de la informacion comprometeria la proteccion de la

identidad del informante o la confidencialidad de la informacion.

3°.- Tramite de admision:

Registrada la informacion, el instructor designado debera comprobar si aquélla expone
hechos o conductas que se encuentran dentro del ambito de aplicacion recogido en el apartado 2
de la presente Politica y en la Ley 2/2023.

Realizado este analisis preliminar, el instructor decidira, en un plazo que no podra ser

superior a diez dias habiles desde la fecha de entrada en el registro de la informacion:

a) Inadmitir la comunicacion, en alguno de los siguientes casos:

1.2 Cuando los hechos relatados carezcan de toda verosimilitud.

2.° Cuando los hechos relatados no sean constitutivos de infraccién del ordenamiento
juridico incluida en el &mbito de aplicacion de la ley vigente aplicable o de cualquier incumplimiento
0 conducta infractora de los principios recogidos en las normas internas de cumplimiento de la
organizacion y que afecten a sus competencias, atendiendo en todo caso a lo establecido en el
apartado 2 de la presente Politica.

3.° Cuando la comunicacion carezca manifiestamente de fundamento o existan, a juicio
del instructor, indicios racionales de haberse obtenido mediante la comision de un delito. En este
ultimo caso, ademas de la inadmision, se remitira al Ministerio Fiscal relacion circunstanciada de

los hechos que se estimen constitutivos de delito.

4.° Cuando la comunicacién no contenga informacién nueva y significativa sobre
infracciones en comparacion con una comunicacion anterior respecto de la cual han concluido los
correspondientes procedimientos, a menos que se den nuevas circunstancias de hecho o de
Derecho que justifiquen un seguimiento distinto. En estos casos, el instructor notificara la

resolucién de manera motivada.
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La inadmisién se comunicara al informante dentro de los cinco dias habiles siguientes,

salvo que ello pueda poner en peligro la confidencialidad de la comunicacion.

b) Admitir a tramite la comunicacién.

La admision a tramite se comunicara al informante dentro de los cinco dias habiles

siguientes, salvo que ello pueda poner en peligro la confidencialidad de la comunicacion.

c) Remitir con carécter inmediato la informacion al Ministerio Fiscal, cuando los hechos

pudieran ser indiciariamente constitutivos de delito o a la Fiscalia Europea en el caso de que los

hechos afecten a los intereses financieros de la Union Europea.

d) Remitir la comunicacion a la autoridad, entidad u organismo que se considere

competente para su tramitacion.

4°.- Instruccion:

a)- La instruccion comprendera todas aquellas actuaciones encaminadas a comprobar la
verosimilitud de los hechos relatados, pudiendo para ello mantener comunicacion con el informante
y, si se considera necesario, solicitarle informacidn adicional, utilizando para ello la via de

comunicacion seleccionada por el informante, en su caso.

b)- Se garantizara que la persona afectada por la comunicacion tenga noticia de la misma,
asi como de los hechos relatados, de manera sucinta. Adicionalmente, se le informaréa del derecho
que tiene a ser oida y a presentar alegaciones junto con los documentos y justificaciones que
estime pertinentes, por escrito, en un plazo de diez dias habiles desde que reciba la comunicacion
de la informacion, asi como del tratamiento de sus datos personales. No obstante, esta informacion
podra retrasarse y efectuarse en el trdmite de audiencia si se considerara que su aportacion con

anterioridad pudiera facilitar la ocultacion, destruccion o alteracion de las pruebas.

En ninglin caso se comunicara a los sujetos afectados la identidad del informante ni se

dara acceso a la comunicacion.
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c)- Sin perjuicio del derecho a formular alegaciones por escrito, la instruccion
comprendera, siempre que sea posible, una entrevista con la persona afectada en la que, siempre
con absoluto respeto a la presuncion de inocencia, se le invitara a exponer su version de los
hechos y a aportar aquellos medios de prueba que considere adecuados y pertinentes. Dando

cumplimiento asi al tramite de audiencia.

A fin de garantizar el derecho de defensa de la persona afectada, la misma tendra acceso
al expediente sin revelar informacion que pudiera identificar a la persona informante, pudiendo ser

oida en cualquier momento, y se le advertira de la posibilidad de comparecer asistida de abogado.

d)- El instructor del procedimiento o aquellas personas que desarrollen actividades de
investigacion estaran obligados a guardar secreto sobre las informaciones que conozcan con

ocasion de dicho ejercicio.

e)- Todas las personas naturales o juridicas, privadas o publicas, deberan colaborar con
las autoridades competentes y estaran obligadas a atender los requerimientos que se les dirijan
para aportar documentacion, datos o cualquier informacion relacionada con los procedimientos

que se estén tramitando, incluso los datos personales que le fueran requeridos.

5°.- Terminacion de las actuaciones.

Concluidas todas las actuaciones, el instructor emitird un informe que contendra al

menos:

a) Una exposicion de los hechos relatados junto con el codigo de identificacion de la
comunicacion y la fecha de registro.

b) La clasificacion de la comunicacion a efectos de conocer su prioridad 0 no en su
tramitacion.

c) Las actuaciones realizadas con el fin de comprobar la verosimilitud de los hechos.

d) Las conclusiones alcanzadas en la instruccion y la valoracion de las diligencias y de los

indicios que las sustentan.
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Emitido el informe, el instructor propondra de manera motivada al Responsable del
Sistema, al Oficial de Cumplimiento y al 6rgano de administracion de la organizacion la adopcion
de alguna de las siguientes decisiones:

a) Archivo del expediente, que sera notificado al informante y, en su caso, a la persona

afectada. En estos supuestos, el informante tendra derecho a la proteccion prevista en la presente
Politica y en la Ley 2/2023, salvo que, como consecuencia de las actuaciones llevadas a cabo en
fase de instruccion, se concluyera que la comunicacion a la vista de la informacion recabada, debia
haber sido inadmitida por concurrir alguna de las causas previstas en el apartado 11.3.a) de la
presente Politica.

b) Remision al Ministerio Fiscal si, pese a no apreciar inicialmente indicios de que los

hechos pudieran revestir el caracter de delito, asi resultase del curso de la instruccidn. Si el delito
afectase a los intereses financieros de la Unién Europea, se remitira a la Fiscalia Europea.

c) Traslado de todo lo actuado a la autoridad competente, de conformidad con lo dispuesto

en el apartado 10.3.d) de la presente Politica.

d) Adopcién de acuerdo de inicio de un procedimiento sancionador, en los términos

previstos en la normativa interna de la Sociedad en la materia y en el Convenio Colectivo de
aplicacion. El 6rgano de administracidn podra adoptar, en su caso, las medidas disciplinarias que

correspondan.

La decisién que adopte el instructor no podra ser objeto de recurso, sin perjuicio de la
posible impugnacion de la resolucién que ponga fin al procedimiento sancionador que se pudiera

incoar a raiz de las investigaciones realizadas.

Cuando una persona que hubiera participado en la comision de la infraccion objeto de la
informacion sea la que informe de su existencia mediante la presentacion de la informacion y
siempre que la misma hubiera sido presentada con anterioridad a que hubiera sido notificada la
incoacion del procedimiento de investigacion o sancionador, el instructor designado para resolver
el procedimiento, mediante resolucion motivada, podra proponer al érgano de administracion la
atenuacion de la sancién que habria correspondido a la infraccion cometida e incluso la

apreciacion de una eximente de cumplimiento de la sancion que le correspondiera.

23



El plazo para finalizar las actuaciones y dar respuesta al informante, en su caso, no podra
ser superior a tres meses desde la entrada en registro de la informacion, salvo en casos de
especial complejidad que requieran una prorroga excepcional de este plazo, la cual se declarara

mediante resolucion motivada del instructor.

Cualquiera que sea la decision, se comunicara al informante, salvo que haya renunciado a

ello 0 que la comunicacion sea anonima.

La presentacion de una comunicacion por el informante no le confiere, por si sola, la

condicion de interesado, sino de colaborador.

Todo lo anterior, sin perjuicio de lo establecido en la Ley 2/2023 en relacion al régimen
sancionador y la concurrencia con la potestad sancionadora que corresponda a la Autoridad
Independiente de Proteccion del Informante, A.A.l, y a los organos competentes de las

comunidades autonomas.
12. Vigencia, Revision y Difusion

Esta Politica se ha aprobado por el 6rgano de administracion de la organizacion, ha entrado
en vigor al dia siguiente de su aprobacion y permanecera vigente hasta que sus integrantes no

aprueben su revision, actualizacion o derogacion.

Se revisara el procedimiento de recepcion y seguimiento de informaciones al menos una
vez cada tres afos, incorporando actuaciones y buenas practicas con la finalidad de que sirvan

con la mayor eficacia a los fines para los que fueron creados.

La Politica sera difundida entre todos los profesionales de Clase Azul Europe. Asi, la
organizacion proporcionara a todas las personas comprendidas dentro del ambito de aplicacion
de la misma la informacién adecuada, de forma clara y faciimente accesible, sobre el uso del canal
interno de informacion implantado en Clase Azul Europe, asi como sobre los principios esenciales

del Sistema de informacion interno y del procedimiento de gestion. Esta informacion también
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constara en la pagina web de la organizacion, en la pagina de inicio, en una seccién separada y

facilmente identificable.
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